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Nevertheless, we would like to have a productive discussion with Buzz, without the 
artificial urgency of your five-day deadline. As a continuing show of good faith, the 
students confirm that they do not intend to access the Buzz application again, nor do they 
retain any user data from Buzz, obviating that aspect of your demands.  
 
As for the demand for confidentiality, in their prior discussions with Buzz, the students 
affirmatively placed an embargo on talking publicly about this matter until December 8. 
They will hold to their previous commitment not to speak publicly about their findings 
until at least December 8, and they are open to further discussions about how users might 
be notified about the vulnerabilities, among other matters. Rather than creating 
unnecessary work for all of us during the holiday weekend, we suggest that the parties 
work out whatever disputes remain on that initial generous timeline.  
 
Finally, please understand that good faith security researchers like the students we 
represent help build a safer future for all of us who depend on digital technologies. Just as 
important as discovering security vulnerabilities is reporting the findings so that users can 
protect themselves and vendors can repair their products. Your legal threats against the 
students endanger security research, discourage vulnerability reporting, and will 
ultimately lead to less security. We urge you to reconsider whether this is truly the path 
Buzz wants to go down. We await your reply and look forward to resolving this 
productively. 
 
 
      Sincerely, 

 
 
Andrew Crocker 

      Senior Staff Attorney 
 
 
      Kurt Opsahl 
      Deputy Executive Director and  
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